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Introduction 
1. The Office of the Australian Information Commissioner (OAIC) welcomes the opportunity to 

make a submission in relation to the exposure draft legislation for the Australian Government’s 
reforms to merger rules and processes (Exposure Draft).1 

2. The Exposure Draft seeks to reform Australia’s merger control system so that it is faster, 

stronger and simpler, and better targets anti-competitive transactions.2  

3. Competition and privacy law are inherently linked.3 Mergers can result in privacy impacts to 
consumers, particularly in the context of business models that are built upon the processing and 
monetisation of consumers’ personal information. A lack of competition in these contexts can 

result in the offering of services with lower quality privacy practices that do not align with 

consumers’ privacy expectations and preferences. Conversely, a competitive market can lead to 

increased consumer choice and allows firms to differentiate in line with consumers’ privacy 
preferences.4  

4. We consider that the ongoing reform process presents an opportunity to address downstream 

privacy impacts to consumers that may result from certain anti-competitive practices. This 

submission proposes targeted additions to the Exposure Draft so that potential privacy impacts 
are actively considered in the assessment of how a merger may affect consumers’ interests. It 

recommends that the proposed legislative principles to guide the Australian Competition and 
Consumer Commission’s (ACCC) assessment of mergers5 should include the consideration of 

any potential impacts to consumers’ privacy and the assets (including data and technology) 
being acquired. We also recommend that the ACCC be required to consult with the Information 

Commissioner in relation to mergers that are likely to have significant privacy impacts. 

5. These additions would help to strengthen the complementary roles that competition and 

privacy law play in improving consumer outcomes, as well as strengthen ongoing cooperation 
between competition and privacy regulators, particularly in the context of digital platform 

regulation. 6 

Mergers and privacy impacts 
6. Mergers can have a range of privacy impacts for individuals whose personal information is held 

by the parties to the transaction. These impacts may have relevance to competition regulators’ 
consideration of the potential effects of a merger on consumers’ interests. 

 

1 Treasury, Reforming mergers and acquisitions – exposure draft, July 2024, accessed 6 August 2024. 

2 Ibid. 

3 For our previous submission to this consultation process see: Submission to Merger Reform Consultation Paper, January 

2024, accessed 6 August 2024. 

4 See, ACCC, Digital platform services inquiry - Interim report No. 5 - Regulatory reform, 11 November 2022, accessed 6 August 

2024, p 43. 

5 Exposure Draft – Treasury Laws Amendment Bill 2024: Acquisitions, s 51ABX. 

6 See relatedly, Global Privacy Assembly, Digital Citizen and Consumer Working Group Report – July 2022, July 2022, accessed 

6 August 2024, Annex 2: Regulating the Digital Economy – why privacy and competition authorities should talk to each other. 

https://treasury.gov.au/consultation/c2024-554547
submission%20to%20Merger%20Reform%20Consultation%20Paper
https://www.accc.gov.au/publications/serial-publications/digital-platform-services-inquiry-2020-2025/digital-platform-services-inquiry-september-2022-interim-report-regulatory-reform
https://treasury.gov.au/sites/default/files/2024-07/c2024-554547-ed.pdf
https://globalprivacyassembly.org/document-archive/working-group-reports/
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Data acquisition and consolidation 

7. In addition to potential competition concerns,7 the acquisition and consolidation of data and 
personal information holdings can give rise to significant privacy harms, particularly in the 

context of mergers in the digital economy.  

8. There may be a risk that the personal information of affected individuals is used for new 
purposes that they are not aware of or do not expect. For example, the combination of datasets 
through a merger may allow the acquiring firm to build more comprehensive and detailed 
profiles of consumers’ characteristics and behaviours, as well as serve more highly targeted 

forms of advertising.8 Furthermore, significantly expanded datasets can be used to generate 

new, as well as potentially unexpected and sensitive inferences about consumers through 
machine learning and modern data analytics techniques.9 These risks may be amplified in the 
context of data-driven digital platforms and services. In these circumstances, the accumulation 

of data through mergers and vertically integrated business models (in addition to presenting 
privacy risks) also allows these entities to consolidate and exercise economic and social power.  

9. In addition to the use of personal information for new or unexpected purposes, mergers may 
present other privacy impacts such as the disclosure of personal information to new third 

parties, a potential lack of transparency about the handling of personal information post-

merger, and a requirement for individuals to navigate new processes to exercise their privacy 
rights. 

10. The combination of different de-identified datasets may also increase the likelihood that 
individuals are identifiable or reasonably identifiable, therefore constituting personal 

information for the purposes of the Privacy Act. While de-identification can be an important 
privacy protective measure, it is not a fixed or end state and the risk that datasets can be re-

identified increases as they are combined or released into a new data access environment.10 

11. These risks can be particularly pronounced in circumstances where a dominant firm extends 
their market power into ‘related or adjacent markets,’ as is often seen in the digital platforms 

context.11 For example, a number of privacy concerns were raised in response to Google’s 
acquisition of Fitbit, due to the particularly sensitive nature of the health and wellness 

information held by Fitbit.12 From a competition perspective, the acquisition was of particular 

 

7 See the discussion regarding data-related barriers to entry and expansion at ACCC, Digital platform services inquiry - Interim 

report No. 5 - Regulatory reform, 11 November 2022, accessed 9 August 2024, p 35. 

8 OAIC, Submission to Government consultation on ACCC’s regulatory reform recommendations, February 2023, accessed 9 

August 2024, [31]. 

9 OAIC, Guide to data analytics and the Australian Privacy Principles, March 2018, ‘1.3 Benefits and challenges of data 

analytics’. See also, Daniel Solove, ‘Privacy Self-Management and the Consent Dilemma’ (2013) 126 Harvard Law Review 

1880, p 1889. 

10 OAIC, Digital Platform Services Inquiry – March 2024 report on data brokers – Issues Paper, September 2023, accessed 9 

August 2024, [25]-[32]; OAIC, De-identification and the Privacy Act, 21 March 2018, accessed 9 August 2024.  See also, OAIC and 

CSIRO Data61, The De-identification Decision-Making Framework, 18 September 2017, accessed 9 August 2024. 

11 See, ACCC, Digital platform services inquiry - Interim report No. 5 - Regulatory reform, 11 November 2022, accessed 9 August 

2024, p 39-40. 

12 See for example, Matt O’Brian, Google buys Fitbit for $3b, raising privacy concerns about personal health data, Sydney 

Morning Herald, 2 November 2019, accessed 9 August 2024. 

https://www.accc.gov.au/publications/serial-publications/digital-platform-services-inquiry-2020-2025/digital-platform-services-inquiry-september-2022-interim-report-regulatory-reform
https://www.accc.gov.au/publications/serial-publications/digital-platform-services-inquiry-2020-2025/digital-platform-services-inquiry-september-2022-interim-report-regulatory-reform
https://www.oaic.gov.au/engage-with-us/submissions/oaic-submission-to-government-consultation-on-acccs-regulatory-reform-recommendations
https://www.oaic.gov.au/privacy/privacy-guidance-for-organisations-and-government-agencies/more-guidance/guide-to-data-analytics-and-the-australian-privacy-principles
https://www.oaic.gov.au/engage-with-us/submissions/digital-platform-services-inquiry-march-2024-report-on-data-brokers-issues-paper
https://www.oaic.gov.au/privacy/privacy-guidance-for-organisations-and-government-agencies/handling-personal-information/de-identification-and-the-privacy-act
https://www.csiro.au/en/research/technology-space/cyber/A-framework-for-data-de-identification
https://www.accc.gov.au/publications/serial-publications/digital-platform-services-inquiry-2020-2025/digital-platform-services-inquiry-september-2022-interim-report-regulatory-reform
https://www.smh.com.au/business/companies/google-buys-fitbit-for-3b-raising-privacy-concerns-about-your-health-data-20191102-p536qr.html
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concern given that Google held a significant share of the online advertising market (built on the 

accumulation of consumer data from online search) and that wearables were an emerging 
market and channel for data collection.13  

12. In the European context, Google was required to make several legally binding commitments 
following an investigation by the European Commission under the EU Merger Regulation. These 

commitments included that Google would not use health and wellness data collected from 
Fitbit devices for Google Ads, that Google would maintain a technical separation of Fitbit user 

data and other Google data used for advertising, and that European Economic Area (‘EEA') users 
would have an effective choice to grant or deny the use of health and wellness data stored in 

their Google Account or Fitbit Account by other Google services (such as Google Search, Google 
Maps, Google Assistant, and YouTube).14 However, these commitments were primarily directed 
at addressing competition and consumer protection concerns.15 Europe’s Digital Markets Act 

(DMA) now prevents ‘gatekeeper’ platforms from combining personal data across different 

platforms in certain circumstances.16 

13. Similar privacy concerns have been raised in relation to other mergers in the digital platforms 
context, including Meta’s acquisitions of WhatsApp and Instagram.17 

The effect of competition on consumer choice and service 

quality 

14. A lack of competition can leave consumers with less choice and can lead to the offering of lower 

quality goods and services at higher prices.18 Privacy is an important parameter of product or 
service quality that can be negatively affected by a lack competition.19 

15. The Global Privacy Assembly’s Digital Citizen and Consumer Working Group has suggested a 

consolidation of market power can lead to reduced privacy protections for individuals as 

“companies no longer feel the need to compete on privacy and reduce their efforts in that 
area.”20 For example, an entity with substantial market power may consider that it does not 

 

13 ACCC, Statement of Issues: Google LLC proposed acquisition of Fitbit Inc, 18 June 2020, p 2. 

14 European Commission, Mergers: Commission clears acquisition of Fitbit by Google, subject to conditions, 17 December 2020. 

15 Ibid. See also, Case M.9660 – Google/Fitbit, p 104, footnotes 299-300; Simon Vande Walle, ‘The European Commission’s 

Approval of Google / Fitbit – A Case Note and Comment’ (2021) 3 Concurrencies Competition Law Review 1,  p 7-8. 

16 Regulation (EU) 2022/1925 of the European Parliament and of the Council of 14 September 2022 on contestable and fair 

markets in the digital sector and amending Directives (EU) 2019/1937 and (EU) 2020/1828 (Digital Markets Act) art 5(2)(b).  

17 Dan Tynan, WhatsApp privacy backlash: Facebook angers users by harvesting their data, The Guardian, 26 August 2016, 

accessed 9 August 2024; Declan McCullagh, Facebook-Instagram deal raises new privacy worries, CNET, 9 April 2012, accessed 

9 August 2024. 

18 ACCC, Outline to Treasury: ACCC’s proposals for merger reform, March 2023, p 10. 

19 See, Global Privacy Assembly, Digital Citizen and Consumer Working Group Report – August 2021, August 2021, accessed 9 

August 2024, Annex 2: Digital Crossroads: The Intersection of Competition Law and Data Privacy, pp 7-8: ‘This theory could also 

apply where the anticompetitive conduct of a dominant firm causes a reduction in privacy-related competition and quality. The 

U.S. Department of Justice, Antitrust Division alleges this effect in a recent monopolization complaint against Google, arguing 

that “[b]y restricting competition in search, Google’s conduct has harmed consumers by reducing the quality of search 

(including on dimensions such as privacy, data protection, and use of consumer data).’ 

20 Global Privacy Assembly, Digital Citizen and Consumer Working Group Report – July 2022, July 2022, accessed 9 August 

2024, Annex 2: Regulating the Digital Economy – why privacy and competition authorities should talk to each other, p 5. 

https://www.accc.gov.au/public-registers/mergers-registers/public-informal-merger-reviews/google-llc-proposed-acquisition-of-fitbit-inc
https://ec.europa.eu/commission/presscorner/detail/en/ip_20_2484
https://ec.europa.eu/competition/mergers/cases1/202120/m9660_3314_3.pdf
https://papers.ssrn.com/sol3/papers.cfm?abstract_id=3893079
https://papers.ssrn.com/sol3/papers.cfm?abstract_id=3893079
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=uriserv%3AOJ.L_.2022.265.01.0001.01.ENG&toc=OJ%3AL%3A2022%3A265%3ATOC
https://www.theguardian.com/technology/2016/aug/25/whatsapp-backlash-facebook-data-privacy-users
https://www.cnet.com/news/privacy/facebook-instagram-deal-raises-new-privacy-worries/
https://www.accc.gov.au/system/files/submission-to-treasury-regarding-merger-reform.pdf
https://globalprivacyassembly.org/document-archive/working-group-reports/
https://globalprivacyassembly.org/document-archive/working-group-reports/
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need to offer consumers as much information, choice and autonomy over how their personal 

information is handled. 

16. The ACCC has also observed that some large digital platforms are essentially the sole provider of 

a particular type of service or one of only a few providers, making them a ‘must have’ for large 
numbers of consumers.21 This lack of choice can result in individuals being forced to use services 

with lower quality privacy practices that do not match consumers’ preferences and reasonable 
expectations of privacy.22  

17. In many cases, consumers may feel resigned to providing their personal information to certain 
online services, as they do not consider there is any alternative.23 As these products or services 

become more entrenched in individuals’ lives, not engaging with a product or service (such as 
where an individual holds privacy concerns) may not be a realistic option without having a 
significant impact on an individual’s ability to engage online.24 

18. In addition to being dependent on the services offered by global social media platforms, search 
engines and e-commerce sites, individuals are usually presented with non-negotiable terms and 
conditions.25 These all-or-nothing terms and conditions can authorise privacy invasive practices 
such as unwanted collection, use and disclosure of personal information or greater exposure to 

unwanted targeted advertising.26 Therefore, a lack of competition and consumer choice means 

that consumers who wish to protect their privacy may be unable to effectively do so.27 

Proposed principles for assessing acquisitions and 
consideration of privacy impacts 
19. The Exposure Draft contains principles to guide the ACCC’s consideration of whether an 

acquisition ‘would have the effect, or would be likely to have the effect, of substantially 

lessening competition in a market.’ Section 51ABX(2) provides that in making such a 

determination, the ACCC must have regard to:  

a) the objects of the Act; and  

b) all relevant matters, including the interests of consumers.28 

 

21 ACCC, Digital platform services inquiry - Interim report No. 5 - Regulatory reform, 11 November 2022, accessed 9 August 

2024, p 40, 43. 

22 Ibid p 43. 

23 See, OAIC, Privacy Act Review Issues Paper Submission, December 2020, accessed 9 August 2024, p 71; Competition and 

Markets Authority, Online platforms and digital advertising: Market study final report, July 2020, p 179-180. 

24 Ibid. 

25 Ibid. See also, ACCC, Digital platform services inquiry - Interim report No. 5 - Regulatory reform, 11 November 2022, accessed 

9 August 2024, p 43. 

26 ACCC, Digital platform services inquiry - Interim report No. 5 - Regulatory reform, 11 November 2022, accessed 9 August 

2024, p 43. 

27 Global Privacy Assembly, Digital Citizen and Consumer Working Group Report – August 2021, August 2021, accessed 9 August 

2024, Annex 2: Digital Crossroads: The Intersection of Competition Law and Data Privacy, p 60. 

28 See Exposure Draft – Treasury Laws Amendment Bill 2024: Acquisitions, s 51ABX(2). 

https://www.accc.gov.au/publications/serial-publications/digital-platform-services-inquiry-2020-2025/digital-platform-services-inquiry-september-2022-interim-report-regulatory-reform
https://www.oaic.gov.au/engage-with-us/submissions/privacy-act-review-issues-paper-submission
https://www.gov.uk/cma-cases/online-platforms-and-digital-advertising-market-study
https://www.accc.gov.au/publications/serial-publications/digital-platform-services-inquiry-2020-2025/digital-platform-services-inquiry-september-2022-interim-report-regulatory-reform
https://www.accc.gov.au/publications/serial-publications/digital-platform-services-inquiry-2020-2025/digital-platform-services-inquiry-september-2022-interim-report-regulatory-reform
https://globalprivacyassembly.org/document-archive/working-group-reports/
https://treasury.gov.au/sites/default/files/2024-07/c2024-554547-ed.pdf
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20. Section 51ABX(3) sets out a range of other matters that the ACCC may have regard to, including 

the need to maintain and develop effective competition in markets, the effect of the acquisition 
on conditions for competition, matters relating to the parties to the acquisition and the relevant 

market, and potential technical innovations, economic developments and productivity gains. 

21. In recognition of the potential privacy impacts of certain mergers noted above, we recommend 

that the impacts to consumers’ privacy should factor into the consideration of ‘the interests of 
consumers’ under section 51ABX, where relevant. This could be achieved by either:  

• Including the potential impacts to consumers’ privacy as an additional legislative matter 

that the ACCC must or may take into account under subsections 51ABX(2) or (3), or  

• Clarifying that ‘the interests of consumers’ may include their privacy interests in the 
Explanatory Memorandum.29 

22. The OAIC also recommends that ‘the nature and significance of assets, including data and 

technology, being acquired’30 be included as a legislative matter that the ACCC may consider 
under section 51ABX(3)(c). 

23. These amendments would ensure that privacy is considered as an important dimension of 

consumer welfare that can be negatively affected by certain mergers and acquisitions, 

particularly where substantial datasets are acquired or where consumers’ privacy preferences 
are affected. It would also align with similar approaches internationally.  

24. In the European context, privacy invasive practices and breaches of data protection law can 
serve as evidence of abuse of a dominant position under the Treaty on the Functioning of the 

European Union (TFEU).31 For example, in July 2023 the Court of Justice of the European Union 

(CJEU) found in the context of a competition law dispute involving Meta that a competition law 

authority is permitted to consider data protection law compliance in order to establish an abuse 
of a dominant position.32 However, the CJEU also emphasised the need for competition 

authorities to cooperate and consult with data protection authorities when privacy issues arise 

(see further, Recommendation 2 below).33  

 

 
 

 

29 See Exposure Draft – Explanatory Materials – Treasury Laws Amendment Bill 2024: Acquisitions, p 35. 

30 See, Treasury, Merger Reform: Consultation Paper, November 2023, accessed 9 August 2024, p 31. 

31 See generally, Inge Graef, Damian Clifford and Peggy Valcke, ‘Fairness and enforcement: bridging competition, data 

protection, and consumer law’ (2018) 8(3) International Data Privacy Law 200, p 210-211; Meta Platforms (Case C-252/21) 

[2023]. 

32 See; Meta Platforms (Case C-252/21) [2023]; CJEU, A national competition authority can find, in the context of the 

examination of an abuse of a dominant position, that the GDPR has been infringed, Press Release, 4 July 2023. 

33 Meta Platforms (Case C-252/21) [2023], [63]. A competition authority of a member state has a duty of “sincere cooperation” 

with the relevant privacy supervisory authority, and in view of this duty, “the national competition authority cannot depart 

from a decision by the competent national supervisory authority or the competent lead supervisory authority concerning 

those general terms or similar general terms.” Where it has doubts as to the scope of such a privacy decision, the national 

competition authority must consult and seek the cooperation of those privacy supervisory authorities “in order to dispel its 

doubts or to determine whether it must wait for them to take a decision before starting its own assessment.” 

https://treasury.gov.au/sites/default/files/2024-07/c2024-554547-exp-mem.pdf
https://treasury.gov.au/consultation/c2023-463361
https://curia.europa.eu/juris/document/document.jsf?text=&docid=275125&pageIndex=0&doclang=en&mode=lst&dir=&occ=first&part=1&cid=2565630
https://curia.europa.eu/juris/document/document.jsf?text=&docid=275125&pageIndex=0&doclang=en&mode=lst&dir=&occ=first&part=1&cid=2565630
https://curia.europa.eu/jcms/upload/docs/application/pdf/2023-07/cp230113en.pdf
https://curia.europa.eu/jcms/upload/docs/application/pdf/2023-07/cp230113en.pdf
https://curia.europa.eu/juris/document/document.jsf?text=&docid=275125&pageIndex=0&doclang=en&mode=lst&dir=&occ=first&part=1&cid=2565630
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Recommendation 1 – The potential impacts to consumers’ privacy should, where relevant, 
factor into the consideration of ‘the interests of consumers’ under Section 51ABX of the 
Exposure Draft. This could be achieved by either: 

• Including the potential impacts to consumers’ privacy as an additional legislative 
matter that the ACCC must or may take into account under Section 51ABX(2) or (3), or 

• Clarifying that ‘the interests of consumers’ may include privacy interests in the 

Explanatory Memorandum. 

Furthermore, ‘the nature and significance of assets, including data and technology, being 

acquired’ should be included as a legislative matter that the ACCC may take into account 
under section 51ABX(3)(c). 

  

Consultation with the Information Commissioner 
25. The Exposure Draft provides that the ACCC may invite interested parties to make a written 

submission, gather information from certain parties, or ‘consult with such persons as the 
Commission considers reasonable and appropriate’ prior to making an acquisition 

determination.34 The ACCC is then required to take into account information received through 
these consultation or information gathering processes in making the determination.35 

26. The OAIC is supportive of this legislative recognition of the important role of consultation in the 

process of assessing mergers and acquisitions. 

27. The OAIC also considers that the ACCC could consult with the Information Commissioner in 

relation to mergers that involve the acquisition of a significant amount of personal information, 
or which intersect with privacy and data protection issues. Among other matters, such 

consultation could cover the potential privacy implications of the particular merger (see further, 
‘Mergers and Privacy Impacts’ above) and how they may be relevant to the ‘interests of 

consumers’ for the purposes of section 51ABX. 

28. This express consultation requirement as well as an information sharing authorisation could be 

reflected in the primary legislation. There are similar consultation requirements in other 
legislation, for example, s 53 of the Office of the National Intelligence Act 2018 (Cth), s 355-72 of 
the Taxation Administration Act 1953 (Cth) and s 56AD of the Competition and Consumer Act. 

  

Recommendation 2 – The ACCC should be required to consult with the Information 

Commissioner in relation to mergers that involve the acquisition of a significant amount of 

personal information or which intersect with privacy and data protection issues.        

   

 

34 See Exposure Draft – Treasury Laws Amendment Bill 2024: Acquisitions, s 51ABZS(2). 

35 Ibid s 51ABZS(3). 

https://treasury.gov.au/sites/default/files/2024-07/c2024-554547-ed.pdf

